
HAS YOUR DEVICE BEEN COMPROMISED?

If your device has been compromised, chances are you may not 
even realise that a hacker has already gained access into one or 

more of your devices, but there are always signs.

Have you noticed that: 

your internet searches are redirected 
to unfamiliar webpages?

you get spammed with pop-ups
freequently - even with
an ad blocker?

you are receiving a specific ransomware 
message asking for money?

there is software that has been installed 
on your system without your consent?

you are missing money from 
your bank account? 

your passwords are no
longer working? 

you are seeing lots of fake 
antivirus messages and ads?  

your personal or confidential 
business data has been 
leaked? 

If something seems strange , or you believe that your device may 
be compromised, report it immediately to your IT team or visit 

cyber.gov.au for your home device. 


